SSAC monthly report September 2019

Documents and correspondence:
NONE

Developments:
SSAC workshop, LA 16-19 of September, 2019

Building SSAC priorities

SSAC Threat Classification document. Defined elements: victim, impact, asset, asset impact level, asset feature, mechanism

Environmental threat scan document: DNS security, DNS abuse, Addressing and routing, Registration services

SSAC Threat matrix table

These documents are still under development, designed for internal use to build priorities over the SSAC work.

Reports of work parties: DOH/DOT, NCAP and Admin committee