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Data Protection Principles

8 data protection principles

3. Personal information
must be adequate,
relevant and not
excessive . :
1. Personal information 7. Ei:i?rt])ael ;r;zourgatlon
must be fairly and
lawfully processed

2. Personal information
must be processed 5. Personal information
for limited purposes must not be kept
for longer than is
necessary

6. Personal information
must be processed

O
in line with the data
® subjects’ rights

Information Commissioner’s Office




Fines up to EUR 20m or
4% of total worldwide
annual turnover

A data protection officer
has to be nominated as a
fixed role

Much broader territorial scope

Sanctions
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Stricter requirements
regarding explicit consent

Information on controller
and the stored personal
data must be provided
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https://www.bankinghub.eu/banking/finance-risk/gdpr-deep-dive-implement-right-forgotten




Why this matters to ICANN?

Administrative purposes (fellowships, community records,
employees, etc.)

WHOIS / Registration Data Access Protocol (RDAP)

 https://www.icann.org/rdap
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