Mitigating Unique ldentifier abuse
Registry and Registration security and abuse

Operation of the DNS name system X
Threats and abuse vectors and mitigations

Risk Analysis and Management

Corporate Data Security and/or Security of Business Systems

Incident Response

Multistakeholder community understanding

Team spirit, adaptability, consensus-seeking attitude

Willing and able to learn

Willing and able to contribute, including drafting and editing
Capacity to reason objectively, putting aside personal opinions or
preconceptions

Analytical skills

X X X X

X X

Information Security (IS) X
Information Technology (IT)

Project management

Security auditing and standards

Data analytics

ICANN Contractual compliance

DNS

Network architecture/design and operations
Root server operations

Registry and registrar services

ICANN policy

Strategic planning and budgeting

PTI functions

Internet protocols

Penetration testing (techniques)
Vulnerability analysis

X X X X

Business continuity management
Business process analysis and development

Legal (including strong understanding of NDA and ICANN Bylaws)
Internet governance
Data Protection / Privacy
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