
Importance of Purpose Limitation 

• A broad interpretation of the 
purpose of collection, use and 
disclosure allows subsequent reuse 
for different reasons 

• Purpose limitation is the first 
premise of data protection analysis, 
purpose must be narrow, 
proportionate 
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1. Data processing shall be 

proportionate in relation to the 

legitimate purpose pursued and 

reflect at all stages of the 

processing a fair balance between 

all interests concerned, whether 

public or private, and the rights 

and freedoms at stake. 
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Modernised Convention 

108 - Article 5 – 

Legitimacy of data 

processing and quality 

of data 

 

4. Personal data undergoing processing shall be: 

 
a. processed fairly and in a transparent manner; 

 

b. collected for explicit, specified and legitimate purposes 

and not processed in a way incompatible with those 

purposes; further processing for archiving purposes in the 

public interest, scientific or historical research purposes or 

statistical purposes is, subject to appropriate safeguards, 

compatible with those purposes; 

 

c. adequate, relevant and not excessive in relation to the 

purposes for which they are processed; 

 

d. accurate and, where necessary, kept up to date; 

 

e. preserved in a form which permits identification of data 

subjects for no longer than is necessary for 

the purposes for which those data are processed. 

 

2. Each Party shall provide that 

data processing can be carried out 

on the basis of the free, specific, 

informed and unambiguous 

consent of the data subject or of 

some other legitimate basis laid 

down by law. 

 

3. Personal data undergoing 

processing shall be processed 

lawfully. 

 



Digital Ireland and Tele2 

case on data retention 

for law enforcement 

purposes by private 

companies 

Public authorities data 

processing (ex: 

immigration vs. law 

enforcement purposes) 

 

Retail company and 

consumers’ health 

conditions 
EXAMPLES 

for purpose 

specification 

 

Personal data collected by 

drones – how to narrow 

down the purpose of 

processing 



“Practical examples to 

illustrate purpose 

specification” and 

“Practical examples to 

illustrate the compatibility 

assessment” 

http://ec.europa.eu/justice/d

ata-protection/article-

29/documentation/opinion-

recommendation/files/2013/

wp203_en.pdf 

Further 

examples 

WG29 Opinion 

WP 203 on 

purpose 

limitation 



Thank you 

for your 

attention 
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Email: peter.kimpian@coe.int 





Example of a ccTLD Registry policy statement related to the purpose of WHOIS* 

.eu  -- Excerpted from https://eurid.eu/en/other-infomation/whois-policy/ 

 
 

 

* Note: Example given here for illustration only; no assumption is made regarding compliance with applicable laws. 
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