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RFC 7929 DNS-Based Authentication of Named Entities (DANE) Bindings
for OpenPGP

RFC 7901 CHAIN Query Requests in DNS
RFC 7828 The dns-tcp-kepalive EDNS0 Option
RFC 7670 Generic Raw Public-Key Support for IKEv2
RFC 7619 The NULL Authentication Method in IKEv2
RFC 7250 Using Raw Public Keys in Transport Layer Security (TLS) and 

Datagram Transport Layer Security (DTLS)

Openswan: Building and Integrating Virtual Private Networks
by Paul Wouters & Ken Bantoft
ISBN-13: 978-1904811251 ISBN-10: 1904811256

https://www.amazon.ca/Openswan-Building-Integrating-Networks-developers/dp/1904811256 
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draft-ietf-dnsop-maintain-ds DNS, Registry
draft-ietf-ipsecme-rfc4307bis IPsec
draft-ietf-regext-dnsoperator-to-rrr-protocol DNS, Registry
draft-mglt-ipsecme-rfc7321bis IPsec
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draft-wouters-sury-dnsop-algorithm-update DNS, cryptography
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Linux Security Summit, Toronto, August 2016
“Opportunistic Encryption using IPsec”
http://events.linuxfoundation.org/sites/events/files/slides/LinuxSecuritySummit-2016-OE-16x9.pdf 

Linux Con, San Diego, 2012
“DNSSEC: The shiny new cryptographically secured globally distributed database”
https://people.redhat.com/pwouters/LinuxCon2012-DNSSEC.pdf 

SecTor, Toronto, 2012
“DNSSEC deployment in Canada” - with Norm Ritchie of CIRA (.ca)
http://sector.ca/sessions/dnssec-deployment-in-canada/ 

https://www.amazon.ca/Openswan-Building-Integrating-Networks-developers/dp/1904811256
http://sector.ca/sessions/dnssec-deployment-in-canada/
https://people.redhat.com/pwouters/LinuxCon2012-DNSSEC.pdf
http://events.linuxfoundation.org/sites/events/files/slides/LinuxSecuritySummit-2016-OE-16x9.pdf



