Dear Sir/Madam

| wish to express my interest in being part of the Security, Stability, and Resiliency of the Domain
Name System Review (SSR2). This is the first time for me to be applying for the SSR team and would
love to be a part of future reviews as well.

| have a keen interest in Cybersecurity generally, and would love the opportunity to be working and
contributing towards Security of the DNS and other ICANN subject matters.

Recently, | have been selected as one of the ISOC Ambassadors to IGF 2016 in Mexico. Apart from
this, | have actively been involved in ICANN’s GAC, listed as one the country representatives and I've
also been part of the GACtech (GAC technical team) lately.

Having experiences in the following cyber/information security domains :

e Risk Assessment and Management

e National and Corporate Data Security

e Incident Response

e Cybersecurity Strategy and Policy Development
e Global Cybersecurity Indexing and Evaluation

e Threat Analysis and Global Cybersecurity Trends
e CIRT Implementation and Frameworks

| have been an industry liaison coordinator and worked very closely with organizations such as APT,
ITU, ICANN, ISOC, IGF, etc. on key areas of work such as Spectrum, Cybersecurity, Broadband,
Telecommunications Standards, Internet Governance, Numbering, etc. both at the regional and
international level.

| have been extensively involved with International and Regional partners on Cybersecurity matters
such as :

e International Telecommunication Union (ITU)

e Asia Pacific Telecommunity (APT)

e Secretariat of the Pacific Community (SPC)

e Commonwealth Telecommunications Organization (CTO)

e Korea Internet & Security Agency (KISA)

e Asia Pacific Information Security Centre (APISC)

e RAND Europe

e International Multilateral Partnership Against Cyber Threats (IMPACT)



| have been nominated as a focal point of contact for Cybersecurity projects for Fiji and recently
work with the Commonwealth Telecommunication Organization in conjunction with the
University of Oxford to develop a Cybersecurity Capacity Maturity Model (CMM) and a
National Cybersecurity Strategy setting out clear visions for Fiji.

Major areas of concern for Fiji’s Internet Safety and Cyber Environment :

e Child Safety Online

e Violence Against Women & Girls Online

e Technology related Violence

e Pornography

e Intellectual Property and Copyright Issues

e  Online Piracy

e Fraud, Money Laundering and Financial Crimes

My involvement in the Second Security, Stability, and Resiliency of the DNS (SSR2) Review Team
would add more value to the specialized areas of Security and also to ICANN’s work ultimately.

The opportunity presented for the Volunteers for the Second Security, Stability, and Resiliency of the
DNS (SSR2) Review Team is very interesting, and | believe that my vastly strong technical experience
and qualifications will make me a very outstanding member of this Review Team.

I am hoping for a favourable outcome and kindly wait for any notifications.

Yours Sincerely

Mr. Elvin Prasad
Fiji GAC Representative
IGF 2016 ISOC Ambassador





