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Implementation 13 Timeline Status of Deliverables

Responsible Due Date

Contact SO and AC Chairs to encourage 
identification and publication of a best practices 
repository page that is responsive to their 
constituencies 

Staff


Engage in a variety of ongoing activities to 
encourage global use of SSR best practices 

Staff


Develop standard operating procedures to 
support activity in this area

Staff


Recommendation 13 Implementation Description

Complete

Planned/In Process

Behind schedule, expected to recover within original plan 

Behind schedule, original plan to be adjusted



Encourage Best 
Practices

ICANN should encourage all Supporting 
Organizations to develop and publish SSR-related 
best practices for their members. 
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Project Status

This recommendation is complete.

Implementation Notes

SSR Recommendation 13 Implementation
ICANN Areas of Influence as a Coordinator, Collaborator and Facilitator
30 June 2015

As part of SOP, ICANN staff contacts all SOs and ACs (via chairs) to encourage identification and publication of a best 
practices repository page that is responsive to their constituencies. The ccNSO currently publishes SSR-related best 
practices information for their members. 

ICANN staff engages in a variety of ongoing activities to encourage global use of SSR best practices, as part of SOP (see 
Recommendation 12). 

Activity in this area is ongoing as part of SOP and ICANN builds on its activities annually. In 2015, for example, ICANN 
anticipates the creation of a set of resources of best practices for securing collaborative community assets. These 
resources will help SOs and ACs make informed decisions regarding identity management and data protection. From 
these, SOs and ACs could set requirements for how community assets should be made secure, stable and resilient. 

http://ccnso.icann.org/resources/cybercrime-resources.htm
https://www.icann.org/resources/pages/security-awareness-resource-2014-12-04-en

