| **Results** | |
| --- | --- |
| **Number of records in this query:** | 177 |
| **Total records in survey:** | 177 |
| **Percentage of total:** | 100.00% |
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| **Field summary for 831(1)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Requester IP address]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 3 | 37.50% |  |
| somewhat interesting (2) | 0 | 0.00% |  |
| should collect (3) | 1 | 12.50% |  |
| No answer | 4 | 50.00% |  |
| https://limesurvey.icann.org/tmp/2260f10ab7c8c132d15a80c9b60bcb4f.png | | | |

| **Field summary for 831(2)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Method of access (web, 3d party web service, port 43, bulk, other)]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 2 | 25.00% |  |
| somewhat interesting (2) | 2 | 25.00% |  |
| should collect (3) | 0 | 0.00% |  |
| No answer | 4 | 50.00% |  |
| https://limesurvey.icann.org/tmp/0781f4876ea2dcf45be7367fed9a29ad.png | | | |

| **Field summary for 831(3)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Requesting user-agent]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 2 | 25.00% |  |
| somewhat interesting (2) | 1 | 12.50% |  |
| should collect (3) | 1 | 12.50% |  |
| No answer | 4 | 50.00% |  |
| https://limesurvey.icann.org/tmp/7678d439f9c26ad4b7dc852b62a3c2a0.png | | | |

| **Field summary for 831(4)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Name of requester]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 2 | 25.00% |  |
| somewhat interesting (2) | 1 | 12.50% |  |
| should collect (3) | 1 | 12.50% |  |
| No answer | 4 | 50.00% |  |
| https://limesurvey.icann.org/tmp/7678d439f9c26ad4b7dc852b62a3c2a0.png | | | |

| **Field summary for 831(5)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Domain name requested]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 3 | 37.50% |  |
| somewhat interesting (2) | 0 | 0.00% |  |
| should collect (3) | 1 | 12.50% |  |
| No answer | 4 | 50.00% |  |
| https://limesurvey.icann.org/tmp/2260f10ab7c8c132d15a80c9b60bcb4f.png | | | |

| **Field summary for 831(6)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Date and time]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 1 | 12.50% |  |
| somewhat interesting (2) | 1 | 12.50% |  |
| should collect (3) | 1 | 12.50% |  |
| No answer | 5 | 62.50% |  |
| https://limesurvey.icann.org/tmp/1b73e01033351e097f1daef16cae29d3.png | | | |

| **Field summary for 831(7)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Response]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 2 | 25.00% |  |
| somewhat interesting (2) | 1 | 12.50% |  |
| should collect (3) | 1 | 12.50% |  |
| No answer | 4 | 50.00% |  |
| https://limesurvey.icann.org/tmp/7678d439f9c26ad4b7dc852b62a3c2a0.png | | | |

| **Field summary for 831(8)** | | | |
| --- | --- | --- | --- |
| **What elements of WHOIS access should be available for audit? [rank on a 1-3 scale: should not collect, somewhat interesting, should collect] [Other]** | | | |
| **Answer** | **Count** | **Percentage** |  |
| should not collect (1) | 1 | 12.50% |  |
| somewhat interesting (2) | 0 | 0.00% |  |
| should collect (3) | 0 | 0.00% |  |
| No answer | 7 | 87.50% |  |
| https://limesurvey.icann.org/tmp/e0b3b8164b6d78ca0593c2b34c657477.png | | | |

| **Field summary for 832** | | | |
| --- | --- | --- | --- |
| **Does the collection or use of any of these elements raise privacy or confidentiality concerns?** | | | |
| **Answer** | **Count** | **Percentage** |  |
| Yes (Y) | 3 | 37.50% |  |
| No (N) | 0 | 0.00% |  |
| No answer | 5 | 62.50% |  |
| https://limesurvey.icann.org/tmp/84d62106e4f9a11c965ec4647d3e271d.png | | | |

| **Field summary for 833** | | | |
| --- | --- | --- | --- |
| **If YES, Please comment** | | | |
|  | **Count** | **Percentage** |  |
| Answer | 2 | 66.67% |  |
| No answer | 1 | 33.33% |  |
| **Responses** Collecting Requestor information could reveal the domain registrant is a target and, if they could learn this information, could send them into hiding to evade legal action. GIven a WHOIS system with appropriate safeguards (not currently the case) those making a query should also have their identities protected, as should registrants. Data security issues I have much less trouble with collecting information about requesters than with requesters collecting information about registrants.  IP address and name are personally identifiable information. Access to this information would need to be regulated by privacy law in many jurisdictions I envision a two-tier system, anonymous access and authenticated access. I would resist the idea of collecting personally-identifying information for anonymous access. IP addresses are personal data in some jurisdictions, but their collection is legitimate to help analyse usage and protect other personal data. Collection should be limited and data retained only for short periods. Peoples names are PII, other info may be there's alway privacy concerns when collecting large amounts of data from the public. any time personal information is gathered, that information falls into privacy compliance depending on the country and/or region. However, the need to caputer audit information is greatly needed Name of requester Who is (what entity) is requesting the information and why (for what purpose)? It is personally identifying information and therefore subject to all the same restrictions Personally identifiable information should be treated with the highest standard of privacy protection, such as EU data directive. Obviously, this auditing data should only be made available to those entitities with elevated access rights  WHOIS output for public use, should only contain limited data. For Registry/Registrar and law enforcement purposes, it should contain all data in order for each party to be able to perform their duties. Public access should not display full data because marketers/spammers will simply use that data.  to some, IP addresses are PII. can be managed with privacy-sensitive data-sharing framework.  IP address Name of the requester Name is PII, IP sometimes is name and IP addresses does rise the privacy question. more importantly the domain requested will impact business choices for the stake holders. Collecting domain names might disturb the checks before registering a trademark. Fraudulent use of the (leaked) collected data can cause headache to the future trademark owner. Collecting IP addresses, client information and queried names raise interests of politics and marketing. spam, stalking,... For the security of the system,it is always appropriate we know whoever is using the system or using the WHOIS service.  Name of requester raises privacy or confidentiality concerns ip address Several of these elements appear to fall within the definition of 'personally identifiable information ' (PII) or 'personal data' (PI) as defined in relevant data protecition laws and any use or collection of elements constituting PII or PI beyond the collection and use necessary to provide the service raises potential privacy and/or confidentiality concerns. It should be only used to improve performance  Requester IP-Address Name of requester Aside from improving site performance (if this was web based) there is no reason to collect user information. | | |  |
| https://limesurvey.icann.org/tmp/3ba9af3d4bd9759603d426b548e89d67.png | | | |

| **Field summary for 835** | | | |
| --- | --- | --- | --- |
| **If you have additional use cases for auditing of WHOIS access, what additional auditable metrics would be useful? (For example, rate of access, number of requests/requester, number of requests/domain, most frequent requesters)** | | | |
|  | **Count** | **Percentage** |  |
| Answer | 0 | 0.00% |  |
| No answer | 8 | 100.00% |  |
| **Responses** Might prove helpful for both Law Enforcement and for internal abuse mitigation mechanisms for the providers of the WHOIS service. I believe simply that any information should be made public One possibility would be to collect the level of access (anonymous up through the various levels of authenticated access).  rate of access is the first line of defence, but other patterns (such as sequential access - aaa.com, aab.com, etc) - could help to identify abuse.  godaddy makes you jump through hoops to adequately access their whois for domain transfer purposes. some other registrars don't really follow the ICANN radar IP whitelisting and such. DNS timing, reverse DNS lookup, Find nearby IP's, HTTP header data, etc. Response: found/not found Error: rate limit/bad request/no request those plus: domain names for which that requestor is the registrant, number of spam emails sent to honeypot email address returned to that requestor, # of "false whois" reports requestor sent to ICANN Most frequent requestors. That would show you how/what it may be using the WHOIS data for. data collection and retention should be at the operator's discretion and not a protocol issue number of requests rate of access most frequent requestors Technical performance parameters should be collected: query rate, response latency etc. Audit logs would be useful in determining any potential patterns or claims of abuse. Number of requests/requester, number of requests/domain and most frequent requesters. The core requirement is to stop machine marketing. The rest is just details.  any other UDRP actions against owner for similar sites? - nice, but understand why you cannot.... However, just need access for contact purposes!! Rates of access + impact on future operations (ex: dropping domain names & registration anew) | | |  |
| https://limesurvey.icann.org/tmp/8a370d49a6a17e279aad07593a23dfd3.png | | | |