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Proposed agenda 
 

1. Welcome 
2. Administrative matters 

a. Action items 
3. IGLC planning for ICANN78 

a. WSIS+20 status update 
i. FAQ for September edition ccNSO newsletter 

ii. Session | Tue, 24 Oct (13:30-14:30 & 15:00-15:30 local) 
b. Draft overall block schedule: IGLC-relevant sessions 

i. Working session by IGLC | Sat, 21 Oct (16:30-17:30 local) 
ii. WSIS+20 session 

iii. Joint session: ccNSO & GNSO Councils  
iv. Joint session: ccNSO & ICANN Board 
v. Geopolitical Forum 

4. Reminder IGLC Action Plan 
a. Next topic: Internet Fragmentation. Planning ideas? 

5. Latest news from IGLC members 
a. GDC updates 
b. National or regional IGFs 
c. Upcoming global IGF: speaking roles for ccTLDs? 

6. AOB 
7. Conclusion and next meetings 

 
ICANN78: 21-26 October | IGLC heat map working session on Saturday 
8 November 2023 – noon UTC (note: 60 min. duration moving forward) 
 
 



 
Item 3: draft overall block schedule 
 
 

 



 
Agenda item 4: Reminder IGLC Action Plan 
 
Taking into consideration the various steps that led to the development of the IGLC workplan, IGLC will address the 4 topics in the following 
order: 
 
1. WSIS+20  
IGLC will explore ways to raise awareness among ccTLDs about the WSIS+20 review, which could consist of the creation of a FAQ or similar kind 
of document on the topic. To that end, it should reach out to the government engagement team at ICANN. 
 
2. Internet Fragmentation 
Regarding the topic of Internet fragmentation, IGLC will organise sessions, either at ICANN public meetings or intersessionally. In doing so, IGLC 
will closely collaborate with other relevant stakeholders and guest speakers, including the ICANN OCTO Team and the ICANN Government 
Engagement Team.   
 
3. Capacity Building on IG-related matters 
In terms of capacity building on IG-related matters, the IGLC will cooperate with SOPC, regarding ccTLD input into ICANN planning & budget, 
and organise sessions, potentially with guest speakers. 
 
4. Cyber Security 
IGLC should first and foremost evaluate the input from the ICANN76 session, to determine potential next steps. IGLC should also further 
explore what is meant by Cyber Security, and how it fits within the ccNSO/IGLC mission. To that end, it should reach out to other parts of 
ICANN (SSAC, TLD-OPS).  
Only as a next step, and time and resources permitting, the IGLC could explore to better understand the landscape, via ccTLD surveys and the 
creation of a security index. 
 
 
 
 


