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Wednesday, 3 May 2023 (11:00 UTC)



Agenda

1. Welcome (3 min)
2. Administrative matters (5 min)

a) Reminder: IGLC seeks a new Vice Chair 
3. Update: planning ICANN77 legislative session (5 min)
4. Napkin pitch exercise

a) Review 19 April workshop (5 min)
b) Napkin pitch workshop part 2

a) Cyber Security (20 +10 min)
b) WSIS+20 (20 + 10 min)

5. AOB
6. Next meetings



IGLC seeks a new Vice Chair

• Former Vice Chair stepped down at ICANN76
• Role of the Vice Chair?
• Joining efforts with the Chair. Vice Chair is aware of the current issues within 

the IGLC to be able to stand in at short notice.
• work with Chair and ccNSO staff in facilitation, coordination and 

communication – ensuring that committee members are actively engaged in 
the achievement of the work by the committee

• The IGLC Vice Chair can be any individual IGLC member, nominated, 
seconded, and selected by the IGLC, and eventually appointed by the 
ccNSO Council 



IGLC seeks a new Vice Chair
Nomination & selection
• The ccNSO Council adopted an 

operating procedure for the 
nominations and selections of 
ccNSO Working Group and 
Committee Chairs 
and Vice Chairs. 
https://ccnso.icann.org/sites/def
ault/files/field-
attached/guidelines-annex-a-
22mar21-en.pdf

Appointment by Council

Selection process, if >1 candidate

Candidates accept/reject nominations and send 
candidate statement

IGLC members nominate/second their preferred 
candidate

https://ccnso.icann.org/sites/default/files/field-attached/guidelines-annex-a-22mar21-en.pdf


IGLC seeks a new Vice Chair
Timeline
Wed, 19 April 2023

• Start nominations/secondments
Fri, 5 May 2023 (23:59 UTC)

• End nominations/secondments
Wed, 10 May 2023 (noon UTC)

• Final date acceptance nominations by candidate(s)
Thu, 11 May 2023 (00:01 UTC)

• Start selection procedure (if more than 1 candidate)
Tue, 16 May 2023 (23:59 UTC)

• End selection procedure, ahead of 17 May IGLC meeting
18 May Council meeting

• Appointment IGLC Vice Chair by ccNSO Council



Legislative session (90 min.)

IGLC organises a session on legislative
initiatives relating to cybersecurity and
how they affect ccTLDs.
ccTLDs from different ICANN
geographical regions will explore how
various national or regional legislative
initiatives relating to cybersecurity
impact them.
During the session presenters will also
explore the challenges these initiatives
pose for the global Internet and the
multistakeholder model, as well as
potential points of interaction between
the various legal frameworks.

Annaliese Williams (.au) | Session Chair
• Sabrina Wilkinson (.ca)
• Norman Warputt (.vu)
• Lourino Chemane (.mz)
• Rosalia Morales (.cr)
• Barbara Povse (.si)



Legislative Session

Questions for ccTLD presenters
• What are the legislative initiatives in the area of cybersecurity

that impact your ccTLD (potentially your country, region)?
• Is your ccTLD able to influence national legislation? Their

implementation?
• What have you done (or will you do) to cope with the impact of

the legislative initiatives?



Topic prioritisation – Napkin pitches

From the recent discussions, as well as the December ‘22 list of topics, 
the following items appeared with high relevance for ccTLDs across all 
regions:

1. Internet Fragmentation 
completed 19 April. Have we captured everything? See Google doc.

2. Cyber Security (today)
3. Capacity Building (today)
4. WSIS+20 Review Process



Reminder IGLC objective (see charter)

• The IGLC has been established to coordinate, facilitate, and increase 
the participation of ccTLD managers in discussions and processes 
pertaining to Internet Governance. 
• The ccNSO Council and individual ccTLD Managers, collectively or 

individually, will be invited to support the position or input of the 
IGLC. The Committee will take a proactive role in seeking and 
fostering participation and input into the processes and provide 
regular feedback to the ccNSO Council, ccNSO members and broader 
ccTLD community.



NAPKIN CONCEPT: Internet Fragmentation
THE BIG IDEA
The IGLC coordinates, facilitates, and 
increases the participation of ccTLD managers 
in discussions and processes pertaining to 
Internet Fragmentation

BENEFITS & NEEDS FOR ccTLDS
Which ccTLD(s) want(s) this?
How will ccTLDs benefit?
Why do ccTLDs need it?

EXECUTION by IGLC
How will we (the IGLC) deliver? What do we 
need to do?
Which partners do we need?
What assets or capabilities does this require?

BENEFITS & NEEDS FOR ccNSO
What makes the ccNSO uniquely capable of 
delivering?
How will this sustain the ccNSO?

19 April



NAPKIN CONCEPT: Cyber Security
THE BIG IDEA
The IGLC coordinates, facilitates, and increases 
the participation of ccTLD managers in 
discussions and processes pertaining to Cyber 
Security

BENEFITS & NEEDS FOR ccTLDS
Which ccTLD(s) want(s) this?
How will ccTLDs benefit?
Why do ccTLDs need it?

EXECUTION by IGLC
How will we (the IGLC) deliver? What do we 
need to do?
Which partners do we need?
What assets or capabilities does this require?

BENEFITS & NEEDS FOR ccNSO
What makes the ccNSO uniquely capable of 
delivering?
How will this sustain the ccNSO?



NAPKIN CONCEPT: WSIS+20 Review Process
THE BIG IDEA
The IGLC coordinates, facilitates, and increases 
the participation of ccTLD managers in 
discussions and processes pertaining to the 
WSIS+20 Review Process

BENEFITS & NEEDS FOR ccTLDS
Which ccTLD(s) want(s) this?
How will ccTLDs benefit?
Why do ccTLDs need it?

EXECUTION by IGLC
How will we (the IGLC) deliver? What do we 
need to do?
Which partners do we need?
What assets or capabilities does this require?

BENEFITS & NEEDS FOR ccNSO
What makes the ccNSO uniquely capable of 
delivering?
How will this sustain the ccNSO?



NAPKIN CONCEPT: Capacity Building
THE BIG IDEA
The IGLC coordinates, facilitates, and increases 
the participation of ccTLD managers in 
discussions and processes pertaining to 
Capacity Building

BENEFITS & NEEDS FOR ccTLDS
Which ccTLD(s) want(s) this?
How will ccTLDs benefit?
Why do ccTLDs need it?

EXECUTION by IGLC
How will we (the IGLC) deliver? What do we 
need to do?
Which partners do we need?
What assets or capabilities does this require?

BENEFITS & NEEDS FOR ccNSO
What makes the ccNSO uniquely capable of 
delivering?
How will this sustain the ccNSO?



AOB

ICANN77 links to bookmark now
• ccNSO Schedule 
https://community.icann.org/x/IQM5Dg
• ccNSO Session Highlights 
https://community.icann.org/x/RgI5Dg
• Tech Day 
https://community.icann.org/x/MAM5Dg

https://community.icann.org/x/IQM5Dg
https://community.icann.org/x/RgI5Dg
https://community.icann.org/x/MAM5Dg


Next meetings

• 17 May 2023 | 6 UTC – 90 min
• Capacity Building
• Overall summary

• 31 May 2023 | 6 UTC – 90 min (new)
• Impact-effort analysis suggestions

(execution by IGLC)

• ICANN77 | 12-15 June
• Legislative session – cyber security

• May: preparations for 
the legislative session 
(prep meeting, dry-
run)


