
ALAC RESPONSES TO
STRATEGIC TRENDS 

WORKSHOP



SECURITY
■ DNS Abuse  

– Role of Compliance
– tracking abuse
– Incentives for enhanced Registry/registrar roles

■ Impact of blockchain on DNS

■ Root server vulnerability 

■ Balance between GDPR and access to information for security

■ Inter-governmental norms

■ Cyber threats

■ End user education



ICANN GOVERNANCE
■ Inability to implement and develop gTLD policy/impact ccTLD policy

■ Support for volunteers/volunteer burnout, volunteer motivation
■ Getting new participants
■ time zones

■ Inadequate global representation
■ Participation beyond just meetings

■ Revisit MSM

■ Processes too long
■ Issues for RIRs
■ Inclusion in discussions on emerging technologies



Unique Identifier System

■ Integration and acceptability of UA/IDNs

■ Working with communities on US/open source communities



Geopolitics

■ Role of ICANN in Human Rights?
■ Avoid segmentation/fragmentation of the Internet
■ Response to Ukraine/other international events?

■ Proposed new standards (GDPR etc?) that could impact the Internet
■ Keep track of international events and impact on ICANN – threat to  iCANN face to 

face work?

■ Gelpolitical impact on an open Internet
■ Improve participation in  ITU
■ Train governments in the role and function of ICANN



Financials

■ Sustain local projects usually funded under ABRSs

■ Implications of platforms as alternative to domain names

■ Tools for UA use

■ Bring in more people with funds saved from zoom meetings

■ Funding for schools of internet governance

■ SIGs to bring more people into the system


