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Agenda

1. Organization: At-Large staff

2. Welcome
Sebastien Bachollet, EURALO Chair, (18:00 - 18:05) (5 mins)

3. Moderator & Introduction
Pari Esfandiari, ALAC member, (18:05 - 18:10) (5 mins)

4. Guest speakers
Ø Lucien Castex, AFNIC (18:10 - 18:30)
Ø Jean-Christophe Le Toquin (18:30 - 18:50)

5. Q&A, moderated by Pari Esfandiari (18:50 - 19:20) (30 mins)

6. Conclusion by the speakers and the moderator (19:20 - 19:25) (5 mins)

7. Next steps: Sébastien Bachollet (19:25 - 19:30) (5 mins)
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Moderator & Introduction

Pari Esfandiari
• ICANN At Large Advisory Committee Member (ALAC– Euralo 
• President: Global TechnoPolitics Forum 
• Member

• APCO Worldwide's International Advisory Council
• Action Council at the Atlantic Council’s GeoTech Center

• Founder and CEO at the Pario Consultants, an international technology 
investment and incubating company

• Was a Nonresident Senior Fellow at the Atlantic Counci
• Serial entrepreneur, internet pioneer, and sustainable development 

executive
• Has a doctorate from Oxford Brookes University in the sustainability 

business and is an avid environmentalist
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Lucien Castex - AFNIC
• Policy strategist and Internet law expert
• Representative for public policy of AFNIC
• Works at the intersection of law and technology with a focus 

on trust, cybersecurity and Internet governance
• Associate researcher at Université Sorbonne Nouvelle
• Has a deep knowledge in France and in the European Union 

on information technology and digital rights issues and a 
strong experience of bilateral and multi-stakeholder 
negotiations

• Member of 
• French national consultative commission on human 

rights (CNCDH)
• Internet Society France (EURALO ALS)
• Multistakeholder Advisory Group (IGF MAG)
• French Internet Governance Forum (co-chair)

The legal framework for encryption is at the 
crossroads of legal, political and technical 
debates in France and in Europe, questioning 
the balance between protection of rights and 
freedoms, innovation and security.
Internet regulation, security interception, 
sanction for refusal to hand over an encryption 
key or exceptional access, this presentation will 
return to the legal framework of encryption in 
terms of its political and social issues.
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Encryption by users / Decryption by authorities

Jean-Christophe Le Toquin
• Encryption Europe Coordinator
• Chair of CyAN – Association de Conseillers en Cybersécurité et lutte

contre la Cybercriminalité
• Managing partner at SOCOGI SAS, management consulting on 

cybersecurity, cybercrime & privacy 
• Past experiences

• In charge of cybercrime matters at Microsoft EMEA
• Founding Director of the Internet Service Providers Association 

AFA and its hotline against illegal content Point de Contact
• Chair of Signal Spam, a national platform against spam and phishing, 

turning
At European level the tension around 
encryption by users / decryption by the 
authorities, in particular from the EU Council 
resolution of last November « security despite 
encryption ».


