
Hi	all,	
	
as	promised,	below	is	a	draft	agenda	for	the	"Developing	Regional	Policy	
measures	in	the	field	of	DNS	abuse"	ICANN	71	At-Large	session.	Do	feel	free	
to	tweak	at	will,	this	is	just	a	rough	outline.	I	want	to	make	sure		love	
for	this	session	to	be	fully	in	line	with	our	policy	take	on	DNS	Abuse	and	
welcome	Abdulkarim	volunteering	to	support	drafting	the	agenda	and	outcome.	
	
	
Questions	to	be	considered:		
-	do	we	want	to	hear	again	from	CoE	who	just	closed	their	feedback	period	on	
the	proposed	II	Additional	Protocol	to	the	Budapest	Convention	which	
reintroduces	the	WHOIS	
-	do	we	want	to	use	other	case	examples	than	the	EU	ones	I	indicated	below?	
My	initial	thinking	was	that	the	I&J	toolkit	would	serve	as	a	comprehensive	
set	of	references,	but	we	could	also	include	the	PIR	Institute	if	this	would	
be	aligned	with	our	policy	narrative.	Please	see	below	for	details.	As	
always,	I	am	happy	to	answer	any	questions.		
	
Session	title:	Developing	Regional	Policy	measures	in	the	field	of	DNS	Abuse	
	
Target	groups:	This	is	planned	as	a	cross-community	session,	trying	to	look	
at	various	approaches	to	DNS	Abuse	measurement	and	policy	approaches.	Two	
recent	regulatory	proposals	will	be	discussed	as	an	example	for	outside	
feedback	on	current	ICANN	discussions.		
	
Background	documents	and	references:	
	
1.	DRAFT	REPORT	on	the	proposal	for	a	directive	of	the	European	Parliament	
and	of	the	Council	on	measures	for	a	high	common	level	of	cybersecurity	
across	the	Union,	repealing	Directive	(EU)	2016/1148(COM(2020)0823	-	
C9-0422/2020	-	2020/0359(COD))Committee	on	Industry,	Research	and	Energy	
Rapporteur:	Bart	Groothuis;	
https://urldefense.com/v3/__https://www.europarl.europa.eu/doceo/document/ITRE
-PR-
692602_EN.pdf__;!!PtGJab4!qIGlPhScC45Ux7_7WqSD9Rt1AEOExHil1g0AkRExGLJzjzVm
4OpOXvM81tmyKequVTm3NQehrg$	
2.	CoE	Enhanced	cooperation	on	cybercrime	and	electronic	evidence:	Towards	a	
Protocol	to	the	Budapest	Convention	(version	14	April	2021)	
https://urldefense.com/v3/__https://www.coe.int/en/web/cybercrime/t-cy-drafting-
group__;!!PtGJab4!qIGlPhScC45Ux7_7WqSD9Rt1AEOExHil1g0AkRExGLJzjzVm4OpOXvM
81tmyKequVTnS7ZaH6w$			
3.	Internet	and	Jurisdiction	Project,	Toolkit	DNS	Level	Action	to	Address	
Abuses,	
2021;	https://urldefense.com/v3/__https://www.internetjurisdiction.net/domains/too
lkit__;!!PtGJab4!qIGlPhScC45Ux7_7WqSD9Rt1AEOExHil1g0AkRExGLJzjzVm4OpOXvM81
tmyKequVTk_UUQEwA$			
	
	



Duration:	90	mins	
	
00:00	-	00:10	(10	mins)	Introduction	and	welcome		
	
00:10	-	00:25	(15	mins)	NIS	2	impact	on	DNS	Abuse	policies	and	how	to	
streamline	them;	Marco	Hogewoning;	Manager,	Public	Policy	and	Internet	
Governance	RIPE	NCC,	tbc	
	
00:25	-	00:40	(15	mins)	Internet	and	Jurisdiction	Project,	Toolkit	DNS	Level	
Action	to	Address	Abuses,	Bertrand	de	la	Chapelle,	tbc		
	
00:40	-	00:55	(15	mins)	PIR	DNS	Abuse	institute	rep,	tbc?		/	CoE/GAC	speaker	
on	Budapest	add	protocol	II,	reintroducing	WHOIS	(see	link	above)	
	
00:55	-		01:25	(30	mins)	Q&A		
	
01:25	-	01:30	(5	mins)	summary	
	
I	am	attaching	below	a	RIPE	mailing	list	thread	that	shows	a	clear	example	
of	how	effective	policy	influence	can	be	exerted	wrt	DNS	Abuse	and	
"internet's	core".	
	
Thanks!	
Joanna		
 
 


